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STATUS OF IMPLEMENTATION of TCP/IP PROCEDURES AT NMC ANKARA
 (Submitted by OKTAR Cemal (Turkey))

	Summary and purpose of document

This document includes the report on the status of implementation of TCP/IP procedures and applications at NMC Ankara.




1. GTS facilities

MSS system was replaced in 2006. MSS software is  based on TCP/IP procedures. In addition, there are a limited number of asynchronous lines for dial-up connections. SADIS2G is also integrated to the system.
TDCF: System has TDCF capabilities. TSMS has started international dissemination of Turkey’s SYNOP and TEMP bulletins in also BUFR format beginning from  21st May 2008.
E-Mail: Bulletins can be received or transmitted via e-mail.
FTP: ftp is the basic data exchange protocol used. 
GTS Links: GTS links were migrated from F/R to IPVPN MPLS network in leadership ECMWF in June 2007. IPSec backup test was also performed successfully in April 2008 between ECMWF and Turkey-TSMS. During test period  all GTS and NWP traffic was reverted to IPSec backup line. Results were good especially for NWP products due to high speed Internet bandwidth. Although current B/W of RMDCN access circuit is 768 Kb/s, during the test period results showed a rate of between 1 to 4 Mb/s.
2. Status of International Connections
TSMS is connected to RMDCN MPLS network with a speed of 768 Kb/s. CoS value is GOLD, and resiliency is EXTRA ENHANCED. Secondary Access speed is 384 Kb/s.

	Circuits

(between Ankara and …)
	Connection Type
	Procedures

Applications
	Exchange data type

	Reading-UK

ECWMF


	RMDCN / Internet Backup
	FTP, SSH, TELNET

TCP 9000-9005

TCP 6001
	File (Model data)

	Offenbach-Germany

(RTH)
	RMDCN / Internet Backup
	FTP socket
	File 

(OPMET, GRIB-Forecast, BUFR-Uemetsat)

	Rome-Italy

(RTH)
	RMDCN


	FTP
	File 

(OPMET, GRIB-Forecast)

	SADIS (UK)
	SADIS-Satellite

UDP Input
	UDP
	Asynchronous 

OPMET, GRIB, BUFR

	Germany
	Acomex-Satellite

Asynchronous
	Asynchronous input

FTP output
	UDP (OPMET, GRIB-FORECAST, BINARY-RADAR)

	Baku-Azerbaijan 

(2 lines)
	VSAT

TCP/IP
	FTP, HTTP
	File

OPMET, GRIB-FORECAST

	Northern Cyprus
(4 lines)
	VSAT

TCP/IP
	FTP, HTTP
	File

OPMET, GRIB-FORECAST

	Sarejova-Bosnia
	Internet

TCP/IP
	FTP
	File

OPMET, GRIB-FORECAST


4. Status of Domestic circuits connected with NMC Ankara 
· VSAT Network (two way, 357 [228 for meteo+129 for hydro], totally 6.2 MHz): On line data collection every second, observation collection, data distribution for airports and forecast centers

· GPRS Connections (Current 58, planned 98): On-line data collection every second

· Internet connections(50 Mbps metro Ethernet and 256Kbps-1Mbps ADSL connections)
· AWS Data Collection System
· Web-based data collection
· Kardelen (Snowdrop) project

5. AWS Data Collection System (ADCS)

It communicates via any TCP/IP supported communication media: GPRS, VSAT, ADSL.  GPRS communication is performed by a VPN tunnel established between GSM operator and TSMS.  Two-way communication is available: pushing data from AWS station or automatic pulling missing data from AWS remotely.  Configuration upload can be performed remotely too. Data is collected every second. There is no PC required at the station. Database is replicated periodically. Data is presented to authorized users(username and password) via web pages.
6. Kardelen(Snowdrop) Meteorological Communication and Database Services
It has been developed in C# (.NET) and operational since April 2008. Its purpose is to standardize collection of meteorological bulletins or reports for domestic purpose. It is installed on a pc at the meteorological station (climatological, synoptic, aviation). 
Advantages of software: Easy installation, automatic update, user friendly, quality control at the source of data, XML and web services capabilities, easy reporting.
Kardelen Cilent receives/reads AWS data and display on the screen automatically.  User can also input manual values. Data is checked at the source according to quality control methods defined (e.g. range test for extreme values, like instrument test, persistence test, step test). It is converted to code forms if necessary and it is written into local database. Then encrypted according to X.509 certificate and sent to Kardelen Service via ADLS, GPRS, or VSAT.  Kardelen Service supports HTTP, HTTPS, TCP and WS protocols. After authentication, data is distributed to Central Database or directly related  customers/users. Data type can be  XML, binary, or text according to user needs. Both push and pull methods can be used.
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