Managing international data communications
GISCs as a key component of WIS

The WMO Information System (WIS) addresses the logical flow of data between National Centres (NCs), Data Collection and Producing Centres (DCPCs) and the Global Information System Centres (GISCs).  In summary, GISCs have responsibility for managing the discovery of data intended for global exchange, for collecting from NCs and DCPCs and for caching for 24h those data intended for routine global exchange, synchronising data intended for routine global exchange with all other GISCs, and for distributing data intended for routine data exchange (both as a subscription service and as an on-demand service). Further details are in Annex 1.
Telecommunications needs of GISCs

To meet their obligations, GISCs need access to good telecommunications facilities that allow them to provide their services with a very high level of availability. Thus a GISC is likely to use managed communications services for communication with the NCs and DCPCs in its area of responsibility, and with other GISCs. In addition, for reasons of operational efficiency, a GISC may choose to use managed services for its telecommunications links with key NCs and DCPCs outside its area of responsibility. These dedicated links are most likely to be used for routine delivery of mission-critical data. The high cost of such links will lead to other telecommunications methods being used for data with lower timeliness constraints, and for this the internet is the most likely method of data exchange.

Telecommunications needs of the WMO community

Historically, the Global Telecommunications System (GTS) relied on telecommunications links that were negotiated bilaterally between participants. This is becoming less appropriate as the cost of such links increases relative to other solutions and the number of connections between centres increases.
Region VI (RA VI) uses the RMDCN (Regional Meteorological Data Communication Network) to transfer GTS data. This is a managed service in which the selected supplier provides a single (resilient) connection to their own network, and manages the data flows between centres on the RMDCN to agreed levels of data flow and availability. This has proved to be highly successful, and the network has been extended to centres on the IMTN that lie outside RA VI.

The success of RMDCN depends on three key characteristics:

· Technical success of the chosen supplier to deliver a uniform service to all participants
· Ability of a single centre to enter into a binding contract on behalf of a large number of countries

· Financial arrangements that allow all connected countries to contribute to the cost of the solution.

In RA VI, ECMWF had the necessary Convention that allowed it to deliver a contract on behalf of its members and thereby act as a focal point for the development of the RMDCN. Other regions have found it more difficult to implement an equivalent to the RMDCN because they lack a focal organisation with the appropriate legal arrangements that allow it to act as a trusted partner by a wide range of countries.
Towards the future

In the current view of the WIS there is a mis-match between the logical and “physical” implementations. GISCs form the logical data hub. The WIS structure does not address how the “physical” connectivity will be created and managed, though it does address the technologies used to transfer information. Descriptions of the communications infrastructure as “clouds” and the technical documents discussing the relevance of technologies such as MPLS all assume that the “physical” implementation of the telecommunications will be based on managed services such as the RMDCN. Such a data cloud needs to have a single centre that is responsible for its creation and maintenance, even though the technical work is provided by a supplier.
The centres with the most complex telecommunications requirements in WIS will be the GISCs.

The centres with the highest stake in the reliability of the telecommunications will be the GISCs (particularly as these are likely to be co-located with data hungry DCPCs).

The centres with the highest level of relationships with all the NCs and DCPCs in their region of responsibility will be the GISCs.

The centres with the highest level of trust with NCs and DCPCs will be the GISCs (a GISC without such trust would find itself bypassed by its NCs and DCPCs over time).

The centres with the highest need to exchange large volumes of data with centres that might be on other “clouds” are the GISCs.

So, the centres most likely to be motivated to lead the negotiation and management of a contract for a telecommunications cloud are the GISCs.

Thus, in practice, the “physical” telecommunications infrastructure is likely to be managed by the GISCs.

Recommendation

Creating and maintaining the “physical” telecommunications clouds is an essential component of the WIS that requires expertise, legal arrangements and stamina within a single centre on behalf of others. In practice, the GISCs will end up driving this process, so it is appropriate to add the following to the responsibilities of a GISC:

· Manage the “telecommunications cloud” for their area of responsibility
· Manage traffic between its own “telecommunications cloud” and those of other GISCs to ensure that it is possible for any WIS centre to communicate with any other WIS centre where the appropriate agreements are in place

This is illustrated in the diagram below.
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Annex 1: Formal Requirements for GISC

(1)
Receive observational data and products that are intended for global exchange from NCs and DCPCs within their area of responsibility, reformat as necessary and aggregate into products that cover their responsible area

(2)
Exchange information intended for global dissemination with other GISCs 

(3)
Disseminate, within its area of responsibility, the entire set of data and products agreed by WMO for routine global exchange (this dissemination can be via any combination of the Internet, satellite, multicasting, etc. as appropriate to meet the needs of Members that require its products)

(4)
Hold the entire set of data and products agreed by WMO for routine global exchange for at least 24 hours and make it available via WMO request/reply (”Pull”) mechanisms

(5)
Maintain, in accordance to the WMO standards, a catalogue of all data and products for global exchange and provide access to this catalogue to locate the relevant centre

(6)
Provide around-the-clock connectivity to the public and private networks at a bandwidth that is sufficient to meet its global and regional responsibilities. 

(7)
Ensure that they have procedures and arrangements in place to provide swift recovery or backup of their essential services in the event of an outage (due to, for example, fire or a natural disaster)

(8)
Participate in monitoring the performance of the system, including monitoring the collection and distribution of data and products intended for global exchange




























