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ENGLISH only


UTILISATION OF THE INTERNET AT RTH WELLINGTON

(Submitted by Kevin Alder)

	Summary and purpose of document

This document provides information on the usage of the Internet at RTH Wellington.


Utilisation of the Internet 

MetService currently has a dual internet access at it's Wellington office, one of which operates at 1Mbps for international traffic through CityLink, a fibre network around Wellington City - connected at 10Mbps full duplex. The second link at Wellington is a wireless 512kbps connection to a separate Internet Provider.  MetService maintains four Class C addresses and uses one of these for peering with the Wellington Internet Exchange and our ISPs.

The uptime at our gateway is measured monthly for both our connectivity to the Internet and the connectivity to the BOM:

	Month
	Socket Connection to the BOM
	Connection to the Internet

	January 2003
	99.99%
	100%

	February 2003
	100%
	100%

	March 2003
	100%
	100%

	April 2003
	100%
	100%

	May 2003
	99.99%
	100%

	June 2003
	99.78%
	99.95%

	July 2003
	99.98%
	100%

	August 2003
	99.36%
	99.91%

	September 2003
	99.95%
	100%

	October 2003
	99.97%
	99.97%

	November 2003
	99.99%
	100%


The lower connection figures for our connection to the BOM relates to failures on routes to or within Australia, that 

Our Auckland office is connected to the Internet at 64kbps over a local DDS circuit, as well as being able to access the Internet through our Wellington gateway over the WAN.

Our Christchurch office currently accesses the Internet through Wellington over the WAN, but a project is under way to connect them to the Internet using ADSL at 512kbps. The new link will utilise VPN technology as a backup to the WAN.

FTP

MetService retrieves model data from servers in Washington. We lease two shell servers in the eastern US and download the full model output to that server. We then run GRIB cutting software to reduce the volume of data needed and forward to Wellington about 10% of the original volume (150GB per month) taken from the hosting server. The main reason for doing this is to allow us to get the model data quickly for initialisation of our limited area model, and for ensemble and marine guidance products. 

FTP is also used to retrieve model and satellite data from the UKMO (Exeter). 

WEB (HTTP)

The corporate web site is hosted offsite by a 3rd party. As with most weather related web sites, traffic is driven by weather events, but as a general rule traffic to the website has steadily increased month after month.

E-mail

While we do not receive a large number of observations by e-mail each day, it is still a very important method of allowing us to gather information from countries in the South West Pacific. It has been our experience that a number of rules need to be set first to ensure that we filter out the spam but do not lose any observations.

We regularly receive e-mails containing observations from Niue, the Cook Islands and Tonga, and developed the following standard a number of years ago:

1. The subject line contains a keyword

2. The first line of the text contains a second keyword

3. Line two contains a third keyword

4. Line three and below contains the data, including the standard WMO AHL.

We set the following restrictions:

1. All HTML code is stripped off and discarded.

2. No attachments allowed

3. No MIME “quoted-printable” or “base64” characters.

4. Only one message per e-mail

5. No signature data be included in the e-mail.

We do not automatically delete-mails containing HTML code as history has proven it is very easy for an e-mail client of be changed from using plain text to HTML, and valuable observations would be lost. The need for the sender to correctly insert three lines containing keywords provides a good filtering mechanism to stop all but the legitimate e-mail reaching our message switch.

