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Introduction
In January 2004 the European Commission organized an event in Brussels to formally launch the availability of a global IPv6 Research Networking infrastructure around the world
. In Europe this research infrastructure has been available as a fully operational service on the Gigabit European Academic Network (GEANT) since October 2003, with at least 18 of the European National Research and Education Networks (NRENs) connected natively. 

This kind of event has never occurred before in Europe and shows that IPv6 is slowly gaining momentum in Europe.

Status of deployment in Europe

One of the main problems currently is that many ISPs are hesitating to invest in major new activities due to the current economic situation in general. IPv6 currently does not automatically imply a new big business. Indeed, deploying a dual-stack IPv4-IPv6 infrastructure imply increase in costs. Major ISPs are prepared internally to do a rollout of IPv6, once a business decision is made and first customer requests are handle as a project business.

The encouraging exception in IPv6 deployment can be observed within the academics networks, where no business case is required for deployment of IPv6. Here IPv6 is seen as the right thing to do for the benefit of researchers and student. As a result GEANT (the pan-European IPv6 research network interconnecting all the NRENs) is dual-stack IPv6 and 18 NRENs have connected natively to this service. Today, the deployment of the backbones has been a success, but any large university or research organization is running an operational IPv6 network.

A few ISPs in Spain and France are starting to provide some initial commercial services. 

The picture below gives an overview on the expected deployment of IPv6 in various sectors (source EC-IPv6 task Force).
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Opportunities for the deployment of IPv6

Always-on broadband access mechanisms are becoming more and more popular. Many of these access mechanisms are based on cable modem or xDSL type technologies. Static globally routable IPv4 address or dynamic globally routable IPv4 address are allocated to these always on connection. The result is that end-users are installing NAT devices (WI-FI, USB hub, …) on their premises in order  to enable multiple devices to be connected to the Internet. While it is almost easy to connect to the Internet through a NAT device, it is a lot more difficult, if not impossible, to do incoming connection to a NAT network.

The use of NAT close the door to applications, where the connection is initiated from outside, such as VoIP, conferencing, remote monitoring, web cam access, video calls. The answer to this problem is IPv6. The use of IPv6 also allows Mobile IPv6 to be used and open the door to mobility and added value services. 

Barriers to the deployment of IPv6 

· Standards: Mobile IPv6 and DHCPv6 need to be stable, so interoperable implementations can be developed and deployed.

· DNS: There are still many issues with DNS and IPv6. Further investigation is required to ensure that the current DNS system does not degrade with the introduction of IPv6. Basic IPv6 DNS service works, however current usage relies on deployment being dual-stack. An “entire” IPv6 support within DNS would need an IPv6 capable DNS root server implementation.

· Security: At the moment no many IPv6 stacks include IPsec. Inclusion of IPsec is essential and solutions need to be found to the automatic distribution of keys. 

· Security: It is worth noting that some early commercial IPv6 firewall products are now available (6WIND, Nokia, Checkpoint, …) but their functionality is currently very limited. Cisco offers with their IOS software only some rudimentary firewall functionality

· Network management: There are still many issues with the transport for SNMP in IPv6. Support for IPv6 in MIB is poor. Without a proper IPv6 Management only a few providers will implemente IPv6 and be able to opeare their IPv6 networks.

· Applications: All current applications uses IPv4. The effort to start porting them has only started.

EC Projects

6NET: 6NET is a three-year European project to demonstrate that continued growth of the Internet can be met using new IPv6 technology. The project has built a native IPv6-based network in order to gain experience of IPv6 deployment and migration from existing IPv4-based networks. This is being used to extensively test a variety of new IPv6 services and applications, as well as interoperability with legacy applications. 

Euro6IX: European IPv6 Internet Exchanges Backbones is a project to gain real IPv6 experience with not only research users but also Telcos, ISPs and industries. Euro6x wil also investigate the security model of IPv6 and IDS tools.

SEINIT: Security Expert Initiative is a project to define a security framework appropriate for an IPv6 environment.

Conclusion

Opportunities for IPv6 can be foreseen. IPv6 will improve the performance of the Internet and will allow the integration of IP into a wide range of devices and services in our homes, businesses and while on the move.

IPv6 projects funded by governments will continue to contribute to the development of the IPv6 infrastructure and services offered around the world. 

Today a production quality IPv6 service is available to universities and research institutions. This infrastructure will be used to continue demonstrating the future potential for IPv6 services and applications and to enhance them. Regarding the industry sectors the EC IPv6 Task force is expecting a deployment of IPv6 in the next 5 years.  

� The IPv6 infrastrucure includes networks such as GEANT in Europe, Abilene in the US, Canet4 in Canada and WIDE in Japan. Details of the event can be sound on www.global-ipv6.net





