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1 Summary and Purpose of Document
This document present frequency protection issues in Poland related to interference from RLAN 5 GHz to meteorological radars.

2 Action Proposed
For consideration within SG-RFC.

Frequency protection for meteorological radar networks

Problems with frequency protection in Poland (5.550-5.660 GHz)

1. History
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1. Radar image from Legionowo radar disrupted by 2 transmitters
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2. Radar image from Legionowo radar. Transmitter is switched off, lines visible in the picture are apparently the signal coming from the outer source.
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3. ASCOPE visualization of the disrupting signal visible in the image 2 as a south line from the central point of the picture.

For over then one year image from Legionowo radar site has been disrupted by 2 transmitters working operationally using the frequency restricted for the polish radar network. One of them is situated somewhere south from the radar site. The second disruption is visible in west direction (see images 1 and 2). 

During several tests it appeared that the disruption is produced by active source of signal working on the frequency reserved for radar network in Poland. The main test consists in complete transmitter switch-off the receiver left operating. Illustrations 2 and 3 show that the disruption is still visible, thus the source of the false echo is produced by active, not passive source.

Institute of Meteorology and Water Management has reported the case to the national authority responsible for frequency acquisition and protection. For more than one year there have been no results of the research, because of the weak power of the RLAN signal (radar is much more sensitive than typical measuring tool). A month ago the source located in the west direction has finally been found. It appeared that an RLAN transmitter operating on frequency with peak very close to the radar frequency was located very close to the radar site. Because of the problems with interpretation of the polish law, the transmitter is still operating and there is no easy way to force switching it off. The second transmitter has not been found so far.

Since October 15, 2005, according to the European Commission decision (see attached document)  every single RLAN transmitter shall be equipped with the DFS device (Dynamic Frequency Selection). In authors intention the regulation shall protect the radar network against the RLAN or HIPERLAN disruptions (see chapter 3). The transmitter found by the frequency management authority was equipped with that device but DFS mode was switched off. The operator has a possibility to switch the DFS device on or off at any time. It is therefore easy to switch it on in case of inspection, so everything is alright from the legal point of view. It has to be noted that use of the radar channel is not forbidden and the DFS device will automatically use the frequency from time to time. As a result the device will disturb radar measurements.

Since the beginning of this year a similar false echo appeared on the image from Poznan radar site. Tests performed on that echo show that it is also a transmitter using radar frequency.

The same problems as in Poland appeared in Czech Republic, Germany and recently in Hungary, but there is no further information about those problems.

2. Documents

· COMMISSION DECISION of 11 July 2005 on the harmonized use of radio spectrum in the 5 GHz frequency band for the implementation wireless access systems including radio local area networks (WAS/RLANs) (notified under document number C(2005) 2467)
· Broadband Radio Access Networks (BRAN); 5 GHz high performance RLAN; Harmonized EN covering essential requirements of article 3.2 of the R&TTE Directive - prepared by ETSI (ETSI EN 301 893 V1.3.1 (2005-08)Broadband Radio Access Networks (BRAN); 5 GHz high performance RLAN; Harmonized EN covering essential requirements of article 3.2 of the R&TTE Directive).
3. Problems and solutions

According to the document prepared by ETSI “Broadband Radio Access Networks (…)” (that is the base for the COMMISSION DECISION of 11 July 2005 ) the DFS device has not been tested for its ability to detect radar signals, so it is only a theoretical possibility that the radar signal will be detected and protected (other theoretical premises shows that due to the nature of modulations of radar radiation, the DFS module could protect radar measurements in fraction of percent only or even not at all). 

The document states that DFS device shall detect radar signal with probability greater than 60 percent (missing 40% of radar observation is a real disaster), but there is not description of how to measure such probability, thus there is a huge hole in the interpretation of mentioned statistics. The manufacturer can state that when the radar signal is radiating directly towards DFS, the device will detect the signal and will look for other channel remaining (not used by the radar). Unfortunately the practice would be completely different. 

1) Radar radiates in short pulses (most of the operation time it is set to “listening” mode and only a very small period of time is used for radiation), the antenna is still turning, so the probability that the signal will reach the device is very small. 

2) Even if DFS detects radar signal and changes working channel, it is too late. The DFS's signal is received by radar and the radar data are disrupted. One observation is lost.

3) There is no reason for DFS to keep using the same channel. In dense RLAN network the changes should appear quite often. Time repetition of performing radar observations is about 5 minutes. For self adapting RLAN network it is very long time. There is high probability (proportional to the RLAN network density) that during next observation some DFS will use the radar channel again. The situation described above will repeat itself. Next (and next and next and next and ... every !?) observation is lost.

4) Additionally, let us assume that DFS detects 75% of the signals, thus in case of ten HIPERLAN devices working in within the radar coverage there might appear a situation when always at least one DFS device does not detect radar and the radar bandwidth is occupied. Probability of such situation increases rapidly with the number of RLAN devices working within range of 20 km (the value has to be evaluated experimentally) around radar. Nec Hercules contra plures - probability of disrupting every radar observation dangerously approaches 100%.

It seems that the only solution for the problem is to require that DFS device has a possibility to exclude, by the means of manual configuration, the radar channel permanently (not for 30 minutes as it is with reference to the document). The channel that has to be excluded from the operating mode shall be attributed to territory of each country (due to different radar frequencies used by each NMS) and the decision which channel has to be permanently clear (protected) shall belong to the local authorities of the particular country.

It is necessary to emphasize that, in opinion of our experts, there is no other possibility than to protect radar frequencies completely. The protected bandwidth could be quite narrow (and unique for each country), but it has to be done unconditionally. 

4. Summary

· Problems with disruptions of radar images by RLAN and HIPERLAN transmitters in Poland, Czech Republic, Hungary and Germany.

· In the opinion of IMWM's experts, the COMMISSION DECISION of 11 July 2005 regulating obligations of RLAN and HIPERLAN transmitter’s owners, is not able to protect meteorological radars from disruptions. The only reasonable solution is to protect radar frequencies in each country (there is no unification of radar frequencies in Europe) totally.
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